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Bachelor of Applied Science in IT Networking 
Admissions Guidelines

Program Introduction

The BAS in IT Networking (BAS-ITN) will help address market demand for high-level, high-demand occupations, including computer 
and network administrators and network systems and security analysts. The degree will help meet the growing regional demand 
for employees with advanced certifications or skills, including: Cisco Certified Network Professionals (CCNP); industry certifications 
in Microsoft SQL and SharePoint; supplemental skills in PERL; and fluency in advanced programming languages, mobile application 
security, and cloud-based hybrid environments. Along with these specific skills and certifications, general education in the curriculum 
will prepare graduates for the current labor market by developing the ability to communicate and build working relationships, solve 
problems, and plan and structure tasks while allocating time and resources effectively.

Please read the enclosed information carefully and follow the application procedures exactly. You must meet all deadlines and specific 
requirements in order to be considered as a qualified applicant to the Seattle Central College BAS-ITN Program. The Seattle College 
District does not discriminate on the basis of race, color, national origin, sex, sexual orientation, disability, or age in its programs and 
activities.

If you need more information, please contact us by calling 206‐934-5575,  
Email: lisa.sandoval@seattlecolleges.edu

Eligibility Requirements

 ■ A Seattle Central Student Identification Number (SID)

 ■ A minimum cumulative GPA of 2.0 and a minimum GPA of 2.5 for related IT Networking coursework

 ■ Have completed an AAS or AAS-T in a Networking program, or have completed coursework listed on page 6

 ■ Be eligible for Math 098 (Intermediate Algebra)

Admissions Requirements, Procedures, and Application

Acceptance decisions are based on the strength of the overall application. Incomplete applications will not be processed. In the event 
that the number of qualified applicants exceeds the seats available and additional classes cannot be opened, the program will admit 
students based on a random selection of candidates who meet minimum entrance criteria, apply by the listed closing date, and with 
preference given to those who have received Foundation Scholarships. A wait list will be formed for the remaining qualified candidates. 
This process will be evaluated every year. Key factors relevant to evaluating the process include student diversity, student retention, and 
academic achievement.

Personal Statement

Applicants are required to write a 600 word maximum personal statement describing their interest in IT Networking. The essay 
should help to answer the questions: Why do you want to complete this degree? What are your aspirations and goals? What unique 
qualifications help make you likely to succeed in this program? What experiences contribute to your awareness and skills required for 
this field? It should be typewritten, double-spaced, and in a legible 12-point font size. Please follow the instructions carefully. Be as 
thorough as possible within the specified essay guidelines.

Personal Resume

Describe your relevant work experience and skills. If relevant work experience does not exist, please include any skills, activities, or 
project work to show your interest or involvement in this field.

Letter of Recommendation

Professional or Academic recommendation that speaks to your academic ability to succeed and your professionalism. Must be written, 
signed and dated within the past year.

Please review the checklist on the following page for application requirements



Bachelor of Applied Science in IT Networking  
Application Checklist

Please use this checklist to assemble your application packet

Complete and return the documents to:

Admissions Office 
Seattle Central College 
1701 Broadway, BE 1104B1 
Seattle, WA 98122

¨ Apply to Seattle Central College 
 (if you have not done so previously. Once you apply to the college, you will be emailed a Student Identification Number (SID).  
 An SID number is required to apply to the program)

¨ A completed Bachelor of Applied Science in IT Networking Application for Admission

¨ Send Official Transcripts from all colleges and universities you have attended 
 (if you have only attended Seattle Central College, unofficial transcripts are accepted):

 Admissions Office 
 Seattle Central College 
 1701 Broadway, BE 1104B1 
 Seattle, WA 98122 

¨ Complete the incoming Transcript Evaluation Request Form 
 (Only if you are transferring credits from a college other than Seattle Central College)

¨ Non-refundable $35.00 Application Fee 
 (Complete and present the Application Fee Form and pay fee to Seattle Central’s Cashier’s Office, BE 1104. Please attached the   
 receipt to the Application Fee Form and include with your application)

¨ An updated resume 
(Describe your relevant work experience and skills. If relevant work experience does not exist, please include any skills, activities, or 
project work to show your interest or involvement in this field)

¨  A Personal Statement (Maximum 600 words) 
 (The personal statement should help to answer the questions: Why do you want to complete this degree? What unique 
qualifications help make you likely to succeed in this program? What experiences contribute to your awareness and skills required 
for this field?)

¨  Letter of recommendation 
 (Professional or Academic recommendation that speaks to your academic ability to succeed and your professionalism. Must be 
written, signed and dated within the past year)

¨ Review the Financial Aid website: http://www.seattlecentral.edu/finaid/



Please give this completed form to the cashier’s office and ask for a receipt of payment to include with your application.

LEGAL NAME (LAST, FIRST, MIDDLE) STUDENT IDENTIFICATION # (SID)

MAILING ADDRESS CITY STATE ZIP

PRIMARY PHONE NUMBER ALTERNATE PHONE NUMBER DATE OF BIRTH (MM/DD/YYYY) STATE OF LEGAL RESIDENCE

EMAIL ADDRESS QUARTER OF INTENDED ENTRANCE

¨ FALL    ¨ WINTER    ¨ SPRING      OF YEAR  2______

SIGNATURE DATE

A non‐refundable application fee of $35.00 must be paid before you can be placed on BAS-ITN Program approved list.  

The fee must be paid at Seattle Central College’s Cashier’s Office, located in room BE1104. Please complete and present your Application Fee Form to the 
cashier with your payment. Payment can be made by cash, check, and money order, VISA, Master Card or Discover. You must then submit your Application 
Fee Form with attached receipt, showing the paid $35.00 application fee, to be placed on the approved list.

Checks must be written for the exact amount and must be drawn on banks located in the United States.  
A handling fee of $30.75 is charged for any returned checks. 

Cashier Note:  Fee code:  101‐012‐2J66 AH

ATTACH RECEIPT HERE AND SUBMIT WITH APPLICATION

Bachelor of Applied Science in IT Networking  
Non-Refundable Application Fee



PERSONAL INFORMATION

LEGAL NAME (LAST, FIRST, MIDDLE) STUDENT IDENTIFICATION # (SID)

MAILING ADDRESS CITY STATE ZIP

PRIMARY PHONE NUMBER ALTERNATE PHONE NUMBER DATE OF BIRTH (MM/DD/YYYY) STATE OF LEGAL RESIDENCE

EMAIL ADDRESS QUARTER OF INTENDED ENTRANCE

¨ FALL    ¨ WINTER    ¨ SPRING      OF YEAR  2______

GENDER IDENTIFICATION RACE IDENTIFICATION (OPTIONAL)

¨ MALE    ¨ FEMALE
¨ TRANSGENDER
¨ DIFFERENT IDENTITY

¨ AFRICAN AMERICAN (872)    ¨ ALEUT (941)    ¨ ALASKA NATIVE (015)
¨ AMERICAN INDIAN (597)    ¨ WHITE (800)    ¨ KAMPUCHEAN (604) ¨ CHINESE (605)
¨ FILIPINO (608)    ¨ NATIVE HAWAIIAN (653) ¨ JAPANESE (611)    ¨ KOREAN (612)
¨ LAOTION (613)   ¨ VIETNAMESE (619)   ¨ PACIFIC ISLANDER (681)   ¨ ASIAN (621)

ARE YOU THE FIRST GENERATION IN YOUR 
FAMILY TO ATTEND COLLEGE?

¨ YES    ¨ NO ARE YOU OF SPANISH/HISPANIC/LATINO ORIGIN?

¨ NO (999)    ¨ CUBAN (709)    ¨ MEXICAN, MEXICAN AMERICAN, CHICANO (722)
¨ PUERTO RICAN (727)
¨ OTHER SPANISH/HISPANIC/LATINO

ARE YOU AN INTERNATIONAL STUDENT ON 
VISA?

¨ YES    ¨ NO

HAVE YOU COMPLETED AN AAS-T DEGREE IN 
NETWORKING?

ARE YOU ACTIVE DUTY MILITARY STATIONED IN WASHINGTON 
OR AN ACTIVE MEMBER OF THE WASHINGTON NATIONAL 
GUARD?

¨ YES    ¨ NO ¨ YES    ¨ NO

EDUCATIONAL INSTITUTIONS ATTENDED

NAME LOCATION DATES OF ATTENDANCE GRADUATE?
¨ YES
¨ NO

DEGREES/CERTIFICATES EARNED

NAME LOCATION DATES OF ATTENDANCE GRADUATE?
¨ YES
¨ NO

DEGREES/CERTIFICATES EARNED

NAME LOCATION DATES OF ATTENDANCE GRADUATE?
¨ YES
¨ NO

DEGREES/CERTIFICATES EARNED

HONORS OR NOTABLE ACHIEVEMENTS

HOW DID YOU HEAR ABOUT THE PROGRAM?

¨ FAMILY/FRIEND    ¨ RADIO ¨ WEBSITE    ¨ MOBILE ADVERTISEMENT ¨ COLLEGE ADVISOR    ¨ INSTRUCTOR
¨ SEARCH ENGINE (GOOGLE, BING, YAHOO,...)    ¨ OTHER

I CERTIFY TO THE BEST OF MY KNOWLEDGE THAT ALL STATEMENTS ON THE FORM ARE TRUE.

SIGNATURE DATE

A non‐refundable application fee of $35.00 must be paid before you can be placed on BAS-ITN Program approved list.  
The fee must be paid at Seattle Central College’s Cashier’s Office, located in room BE1104. Please complete and present your Application Fee Form to the 
cashier with your payment. Payment can be made by cash, check, and money order, VISA, Master Card or Discover. You must then submit your Application 
Fee Form with attached receipt, showing the paid $35.00 application fee, to be placed on the approved list. 
Cashier Note:  Fee code: 101‐012‐2J66 AH

Bachelor of Applied Science in IT Networking 
Application for Admission

ARE YOU A VETERAN?

¨ YES    ¨ NO



LEGAL NAME (LAST, FIRST, MIDDLE) STUDENT IDENTIFICATION # (SID)

FORMER NAME(S)

MAILING ADDRESS CITY STATE ZIP

PRIMARY PHONE NUMBER ALTERNATE PHONE NUMBER DATE OF BIRTH (MM/DD/YYYY) STATE OF LEGAL RESIDENCE

EMAIL ADDRESS QUARTER OF INTENDED ENTRANCE

¨ FALL    ¨ WINTER    ¨ SPRING      OF YEAR  2______

In the spaces below, provide the names of all prior colleges or universities where you earned credits that are to be evaluated toward 
the completion of your program of study at SCC. If applicable, list North Seattle College, South Seattle College or Seattle Vocational 
Institute. You do not have to request official transcripts to be sent from these three institutions. This office will take care of retrieving 
records from within the Seattle College District.
1 2

3 4

By submitting this application, I agree:

 ■ I have verified that *official transcripts from each college listed above have been received by Seattle Central College. 

 ■ I am admitted to Seattle Central College or have been an actively enrolled student within 4 years. Returning students after 4 
years or longer must submit an updated admissions application.

 ■ Official credit evaluations may take 6-8 weeks to complete. Course review for entry codes, class placement, or academic 
planning purposes may be completed with unofficial transcripts taken to academic advising or BAS Program Manager.

 ■ My contact information is up to date. 

 ■ Any changes of program of study, additional/updated transcripts, or re-evaluation of a previous official evaluation done 2 years 
or more will require a NEW application

SIGNATURE DATE

You may submit this form after all transcripts have been received at SCC to:

Registration 
Seattle Central College 
1701 Broadway, BE 1104B1 
Seattle, WA 98122

Hand carried official transcripts must remain in the original sealed envelope provided by the issuing institution. An opened transcript 
is an unofficial transcript! Your evaluation will be sent to you by mail. This evaluation will reflect only coursework that fits the related 
instruction category. Transfer courses are not listed on your SCC transcript. We thank you for your patience and look forward to 
serving you.

Bachelor of Applied Science in IT Networking  
Incoming Transcript Evaluation Request



Bachelor of Applied Science in IT Networking 
Prerequisites
Full-time applicants to the BAS-ITN Program must possess a minimum of an AAS-T degree in Networking from any one of the 
many options at regional two-year institutions, or from other regionally accredited institutions. Additionally, applicants must have a 
cumulative grade point average (GPA) of at least 2.0, and a 2.5 or higher GPA in Networking related coursework.

Prior to acceptance into the BAS-ITN, applicants will have completed the following coursework:

 ■ Networking Introduction – 5 credits – specific courses such as: NET 120

 ■ Cisco I, II, III (CCNA) – 15 credits – specific courses such as: NET 142, NET 144, NET 146

 ■ Unix and Security – 15 credits – specific courses such as: ITC 136, ITC 151

 ■ General Education* – 30 credits – 10 credits of English (ENGL& 101 and ENGL& 102); 5 credits VLPA (HUM 105); 5 credits of  
Q/SR (MATH& 146); 5 credits of ICS (PSYC& 100); and 5 credits of NW (CSC) 
*A total of 60 will be required for the BAS degree. It is suggested that 30 credits be earned prior to BAS enrollment

 ■ In addition to general education, students who lack business/management skills will be advised to consider enrolling in any of 
the Business Technology Management courses that include human resources, supervision, project management, and customer 
relations as part of their AAS-T degree.

Full-Time Program Planning Sheet
The BAS-ITN curriculum is designed to meet the needs of AAS-T graduates, individuals with Networking coursework and incumbent 
workers who may already possess a baccalaureate degree in a non-networking related field. 

FULL-TIME STUDENT PATHWAY
BAS-ITN YEAR 1

FALL WINTER SPRING 

Linux and Enterprise Scripting 
Technologies (5) 
NTI 300

Linux Applications (5) 
NTI 310

Optimization and Monitoring of Enterprise  
Networks (5) 
NTI 320

Enterprise Routing - CCNP 1 (5) 
NTI 340

Enterprise Switching - CCNP 2 (5) 
NTI 350

Enterprise Troubleshooting - CCNP 3 (5) 
NTI 360

Gen Ed: Information Literacy (5) 
SOC 330

Gen Ed (5): Intro to Logic  
PHIL& 106

Gen Ed (5): Programming 
CSC 110 or Higher

BAS-ITN YEAR 2
FALL WINTER SPRING

Collaboration and Secure Content 
Management (5) 
NTI 430

Network Security for the Enterprise (5) 
NTI 410

Capstone or Internship (5) 
NTI 470

Identity and Information Security for the 
Enterprise (5) 
NTI 400

Devices and Services Cloud Environments 
(5) 
NTI 440

Practicum (5) 
NTI 460

Gen Ed: International Relations (5) 
POLS& 203

Gen Ed (5): ECON& 201 or  
ECON& 202

Gen Ed (5): Lab Science



Part-time Stackable Pathway Certificates
Courses will be grouped into content areas, such as CCNP, Linux, and Cloud Specialization, providing short-term certificate 
opportunities for students to attend classes part-time, to add new skills, or to refresh skills. Classes can be taken individually or as a set 
for Seattle Central certification.

SHORT-TERM CERTIFICATES
LINUX

FALL WINTER SPRING 

Linux and Enterprise Scripting 
Technologies (5) 
NTI 300

Linux Applications (5) 
NTI 310

Optimization and Monitoring of Enterprise 
Networks (5) 
NTI 320

Prerequisite: Linux administration experience through coursework or employment experience 

CCNP
FALL WINTER SPRING

Enterprise Routing - CCNP 1 (5) 
NTI 340

Enterprise Switching - CCNP 2 (5) 
NTI 350

Enterprise Troubleshooting - CCNP 3 (5) 
NTI 360

Prerequisite: CCNA coursework

CLOUD SPECIALIST
FALL WINTER SPRING

Collaboration and Secure Content 
Management (5) 
NTI 430

Devices and Services Cloud Environments 
(5) 
NTI 440

Enterprise Virtualization and Cloud 
Management Capstone or Internship (5) 
NTI 470

Prerequisite: Windows Enterprise and Linux administration experience

Linux Certificate 

This three-class series of courses prepares individuals with previous Linux administration skills for implementation in enterprise 
computing environments, past the equivalence of Linux+ certification. Students examine and demonstrate auto-configuration, file 
systems, partitioning, logical volumes, firewalling, LAN/WAN support applications, Enterprise Applications, like web, mobility, email, 
storage, cloud virtualization, database, and troubleshooting. Students will also implement third-party applications and mixed server 
environments, including integration with Microsoft and Apple products.

Cisco CCNP Certificate

Students work through the Cisco CCNP curriculum to earn a college certificate and be Cisco certification ready. Applying Cisco 
coursework to industry, this certificate validates the ability to plan, implement, and verify local and wide-area enterprise networks. This 
foundational CCNP curriculum prepares administrators for additional variants that support advanced troubleshooting, provisioning for 
the cloud, advanced security, and voice, wireless and video solutions. The CCNP Routing and Switching certification is appropriate for 
those with a CCNA and/or a year of networking experience. 

Cloud Specialist Certificate

This certificate is designed to provide core knowledge in Internet (cloud) technologies. Four areas of emphasis include: Solution 
architectures, risk and governance, mobility and applications, and service management. Cloud computing at Seattle Central focuses 
on new Internet-only business models and the re-ordering of traditional client server local area networking technologies in a highly 
distributed, mobile world.  Entry into the certificate requires Linux and Windows experience. The Enterprise Virtualization and Cloud 
Management Capstone course requires the highest skill set. 



Course Titles and Descriptions
Linux and Enterprise Scripting Technologies (5) NTI 300

Students will explore and develop command-line management skills for Internet Servers and Departmental Servers. They will invoke 
services at the command line interface to release/invoke extensible and secure processes for server environments using various 
shells. Students will also explore server programming by using a general purpose high level language, and then they will focus on 
management by using Perl and a database like MySQL.

Information Literacy (5) SOC 330

This course will introduce students to the organization, retrieval, and evaluation of electronic and print information. Students will be 
provided with an overview of college library systems, networked information systems, traditional scholarly resources, and the concepts 
underlying the research process. The course will focus these skills specifically in information technology disciplines by examining 
various specialized resources.

Enterprise Routing - CCNP1 (5) NTI 340

Students will gain the knowledge and skills needed to analyze, plan, construct, implement, and monitor a scalable routed network. 
Students will focus on routing protocols for both IPv4 and IPv6: EIGRP and OSPF for an enterprise and BGP for enterprise Internet 
connectivity and addressing for LANs and WANs. They will also learn how to redistribute routes, implement path control, and secure 
Cisco routers.

Linux Applications (5) NTI 310

Provides necessary tools to support applications in  cloud-enabled networking:  Network Management, Firewall (packet filtering), File 
Sharing, Network maintenance, Distributed Computing, Instant messaging, E-Commerce and Web Business, Finance Management, 
Financial Accounting, Enterprise Automation, Collaboration Software, Project Management, E-mail/Personal information manager/
Groupware Servers, Product data/product lifecycle management (PDM/PLM), SQL Databases, Platform virtual machines, and Windows 
Compatibility. Implementation and configuration will focus primarily on database-centric application technologies.

Enterprise Switching - CCNP 2 (5) NTI 350 

Students will gain the knowledge and skills needed to create an efficient and expandable enterprise network. Students will focus on 
Layer 2 and multilayer switch functions including VLANs, trunks, inter-VLAN routing, port aggregation, load balancing, spanning tree, 
and first hop redundancy, as well as network security and high availability features.

Optimization and Monitoring of Enterprise Networks (5) NTI 320

Students will define optimization and monitoring techniques for enterprise networks. They will analyze deployment, implementation, 
and configuration for availability, capacity, performance, security, reporting, storage, alerts, recovery, backup, and archival. Students will 
also demonstrate implementation techniques for optimizing and monitoring enterprise networks. 

Enterprise Troubleshooting - CCNP3 (5) NTI 360

Students will learn and practice techniques to monitor and troubleshoot routed and switched networks through extensive hands-on 
lab exercises. Troubleshooting methods, approaches, procedures, and tools will also be explored. A series of different organizations are 
introduced for each set of troubleshooting scenarios that are presented. Students will solve many of the troubleshooting tickets and 
debrief and review information that will help further their understanding in the specific issues raised in the scenarios.

Collaboration and Secure Content Management (5) NTI 430 

Students will explore the challenges of business case design versus best secure configuration practices. Students will distinguish and 
apply applications to control data loss and prevention and will investigate collaboration tool challenges in LAN\WAN architectures. 
Students will also apply basic deployment skills for a DRM enabled workflow environment. Extranet and Intranet collaboration tools and 
forms are also examined, along with Internet Services, SQL database deployment and security, with a WAN based single sign on process 
using claims.

Identity and Information Security for the Enterprise (5) NTI 400

Students will create an enterprise view of information security. The course will review and characterize the Information Security 
Landscape, Risk Management, Security Governance, Legal Frameworks, Policy and Procedure, and Business Continuity. Students will 
identify and evaluate differences in information technology and information security governance between civil and governmental 
computing environments.



Network Security for the Enterprise (5) NTI 410

Students will investigate the information enterprise security landscape and describe a design for a hypothetical enterprise. In addition, 
each student will be expected to operationalize in basic forms: Network security tools, secure Internet applications, application of 
access controls, implementation of scanning and logging, and a hybrid claims based authentication. Students will also operationalize 
policy and procedures, compliance, and business continuity in network security configurations for the worlds of client/server and cloud 
native processes, while reviewing techniques and associated tools.

Devices and Services Cloud Environments (5) NTI 440

Students will describe enterprise mobility, mobility device threats, mobility analytics, and mobility applications. In addition, they will 
plan and design a mobility implementation for an enterprise scenario while evaluating the limitations and value of an application 
on different hardware implementations. Students will discuss users, devices, applications, data, and fault tolerance for mobility 
implementations.

Enterprise Virtualization and Cloud Management Capstone (5) NTI 460

In this practicum course, students will explore and deploy test enterprise class applications as cloud enabled tools and survey and 
illustrate elements of a services-oriented architecture as compared to a client/server architecture. Students will describe the following 
as related to cloud computing: automation, scalability, multipath, multi-tenancy, and network virtualization. Students will explore the 
bandwidth challenges associated with the last mile link to the consumptive devices. Students will also describe and compare current 
cellular, femtocell, and emerging new Wi-Fi/cellular unification standards using bandwidth constriction points as a guide, as well as 
architectural and security configuration design associated with implementing a modern hybrid LAN / WAN infrastructure. Students will 
demonstrate basic server administration through shell scripting as the primary implementation and deployment process. 

Practicum (5) NTI 470

Students will gain practical work experience and employment contacts by integrating academic studies with actual on-the-job training 
situations. Students will produce a major project that responds to a client problem or request. Students may work in teams or carry out 
an individual project as an internship or externship, while working closely with industry mentors. Emphasis will be placed on research, 
accuracy, technology skills, timeliness, teamwork, quality, client/customer satisfaction, and usability.

Recommended BAS General Education Courses
Along with the BAS-ITN core curriculum, students will be required to enroll in 30 general education credits (60 total general education 
credits are required, including 30 earned from the AAS-T degree). The following are recommendations for fulfilling the general 
education requirements:    

 ■ Communication Skills (10 credits required): ENGL& 101, ENGL& 102

 ■ Quantitative/Symbolic Reasoning Skills (5 credits required): MATH& 146 

 ■ Humanities (10 credits required): CMST& 220, HUM 105

 ■ Natural Sciences (10 credits required- one class must be a lab class): CSC 110 or Higher, and one lab science course

 ■ Social Sciences (10 credits required): PSYCH& 100, SOC 330

 ■ Additional coursework (15 credits required): ECON& 201, ECON& 202, PHIL& 106, POLS& 203 

The BAS-ITN curriculum is rigorous, especially for those who are employed full or part-time. Courses will be offered during nights and 
weekends and through a variety of modalities including online and hybrid. Within the current AAS-T program, students are supported 
through advising and counseling, along with tutoring and extended lab hours. In addition, Seattle Central will provide comprehensive 
advising along with resources for student success.



BAS-ITN Degree Requirements Summary

NETWORKING AAS-T

Prefix Course Credits

ITC 140 Intro to Computer Hardware 5

NET 120 Network Essentials 5

NET 122 Network OS 1 - Windows 5

NET 124 Network OS II - Infrastructure 5

NET 126 Network OS III - Server 5

ITC 136 Intro to UNIX 5

NET 134 Network Communications 5

NET 138 UNIX for Administrators 5

NET 142 Cisco I 5

NET 144 Cisco II 5

NET 146 Cisco III 5

NET 200 Enterprise Applications 5

ITC 151 Network Security 5

CIS 197 Work Experience 3

TOTAL 68

GENERAL EDUCATION RECOMMENDATIONS FOR AAS-T (30 CREDITS)

ENGL& 101 English Composition I 5

ENGL& 102 English Composition II 5

HUM 105 Intercultural Communications 5

MATH136 OR MATH&146 Inferential Statistics or Intro to Statistics 5

PSYC&100 General Psychology 5

CMST& 220 Public Speaking 5

Total General Education Credits 30

TOTAL FOR AAS-T DEGREE 98

NETWORKING BAS

Prefix Course Credits

NTI 300 Linux and Enterprise Scripting 5

NTI 310 Linux Applications 5

NTI 320 Optimizing and Monitoring of Enterprise Networks 5

NTI 340 CCNP I- Enterprise Routing 5

NTI 350 CCNP II – Enterprise Switching 5

NTI 360 CCNP III – Enterprise Troubleshooting 5

NTI 400 Information Security for the Enterprise 5

NTI 410 Network Security for the Enterprise 5

NTI 430 Secure Content Management 5

NIT 440 Devices and Services Cloud Environment 5

NTI 460 Practicum 5

NTI 470 Capstone 5

TOTAL 60

GENERAL EDUCATION RECOMMENDATIONS FOR BAS (30 CREDITS/60 TOTAL)

POLS& 203 International Relations 5

SOC 330 Information Literacy in IT 5

CSC 110 or Higher CSC Intro to Computer Programming 5

ECON& 201 or ECON& 202 Microeconomics or Macroeconomics 5

PHIL& 106 Intro to Logic 5

Choose any (1) Lab Science 5

Total General Education Credits 30

TOTAL FOR BAS DEGREE 188
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